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Abstract
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LCP) and describes the use of HTTP and HTTP/ TLS as transports for the
L7 LCP. The L7 LCP is used for retrieving location information from
a server within an access network. It includes options for
retrieving location information in two forms: by val ue and by
reference. The protocol is an extensible application-Ilayer protocol
that is independent of the session |ayer
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I ntroduction

The | ocation of a Device is information that is useful for a nunber
of applications. The L7 Location Configuration Protocol (LCP)
probl em stat ement and requirements docunment [RFC5687] provides some
scenarios in which a Device mght rely on its access network to
provide |l ocation information. The Location Infornmation Server (LIS)
service applies to access networks enpl oyi ng both w red technol ogy
(e.g., DSL, cable) and wireless technology (e.g., WMAX) with varying
degrees of Device nmobility. This docunent describes a protocol that
can be used to acquire Location Information (LI) froma LIS within an
access networKk.

This specification identifies two types of |ocation information that
may be retrieved fromthe LIS. Location may be retrieved fromthe
LIS by value; that is, the Device may acquire a literal |ocation

obj ect describing the |ocation of the Device. The Device may al so
request that the LIS provide a location reference in the formof a
Location URI or set of Location URIs, allowing the Device to
distribute its LI by reference. Both of these nethods can be
provided concurrently fromthe same LIS to acconmobdat e application
requirenents for different types of location information

This specification defines an extensi bl e XM.-based protocol that
enables the retrieval of LI froma LIS by a Device. This protoco
can be bound to any session-layer protocol, particularly those
capabl e of M ME transport. This docunment describes the use of HITP
and HTTP/ TLS as transports for the protocol

Conventi ons and Ter m nol ogy
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].
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This docunent uses the terns (and their acronymforns): Access
Provider (AP), Location Information (LI), Location bhject (LO,

Devi ce, Target, Location Cenerator (LG, Location Recipient (LR, and
Rul e Maker (RM and Rule Hol der (RH) as defined in GEOPRIV

Requi rements [ RFC3693]. The terns Location Information Server (LIS)
Access Network, Access Provider (AP), and Access Network Provider are
used in the same context as defined in the L7 LCP Probl em st at enent
and Requirenments docunment [RFC5687]. The usage of the terns Civic
Locati on/ Address and Geodetic Location follows the usage in nany of
the referenced docunents

In describing the protocol, the terns "attribute" and "elenment" are
used according to their context in XM.. The term "paraneter" is used
in a nmore general protocol context and can refer to either an XM
"attribute" or "element".

3. Overview and Scope

Thi s docunent describes an interface between a Device and a Location
Information Server (LIS). This docunent assunes that the LIS is
present within the same administrative domain as the Device (e.g.
the access network). The LIS exists because not all Devices are
capabl e of determning LI, and because, even if a Device is able to
determine its own LI, it nay be nore efficient with assistance. This
docunent does not specify how LI is deternm ned. An Access Provider
(AP) operates the LIS so that Devices (and Targets) can retrieve
their LI. This document assunes that the Device and Access Provider
have no prior relationship other than what is necessary for the
Device to obtain network access.

Thi s docunent is based on the attribution of the LI to a Device and
not specifically a person (end user) or Target, based on the prem se
that location deternination technol ogies are generally designed to

| ocate a Device and not a person. It is expected that, for nost
applications, LI for the Device can be used as an adequate substitute
for the end user’s LI. Since revealing the location of the Device

al nost invariably reveals sone informati on about the |ocation of the
user of the Device, the sanme |evel of privacy protection demanded by
a user is required for the Device. This approach nmay require either
sonme additional assurances about the |link between Device and target,
or an acceptance of the limtation that unless the Device requires
active user authentication, there is no guarantee that any particul ar
i ndividual is using the Device at that instant.

The foll owi ng di agram shows the | ogical configuration of some of the

functional elenents identified in [RFC3693] and the LIS defined in
[ RFC5687]. It also shows where this protocol applies, with the Rule
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Maker and Target represented by the role of the Device. Note that
only the interfaces relevant to the Device are identified in the

di agr am
o e m e e e e e e e e e e e e e e e e e e +
| Access Network Provider
e .|
| | Location Information Server [
| | ||
| | |
| | |
| | |
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o] - - | Device | | Location
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Target - - B + B +

Figure 1: Significant Roles

The interface between the Location Recipient (LR) and the Device
and/or LIS is application specific, as indicated by the APP
annotation in the diagramand it is outside the scope of the
docunent. An exanple of an APP interface between a Device and LR can
be found in the SIP Locati on Conveyance document [LOC- CONVEY].

4, Pr ot ocol Overvi ew

A Device uses the HTTP-Enabl ed Location Delivery (HELD) protocol to
retrieve its location either directly in the formof a Presence
Informati on Data Format Location Cbject (PIDF-LO docunent (by val ue)
or indirectly as a Location URI (by reference). The security
necessary to ensure the accuracy, privacy, and confidentiality of the
Device’s location is described in the Security Considerations
(Section 9).

As described in the L7 LCP problem statenment and requirenents
docunent [ RFC5687], the Device MJST first discover the URI for the
LIS for sending the HELD protocol requests. The URI for the LIS
SHOULD be obtained froman authorized and authenticated entity. The
details for ensuring that an appropriate LIS is contacted are
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provided in Section 9 and in particular Section 9.1. The LIS

di scovery protocol details are out of scope of this document and are
specified in [RFC5986]. The type of URI provided by LIS discovery is
RECOMVENDED to be an HTTPS URI

The LIS requires an identifier for the Device in order to determ ne
the appropriate location to include in the | ocation response nessage.
In this docunment, the I P address of the Device, as reflected by the
source | P address in the location request nessage, is used as the
identifier. Owher identifiers are possible, but are beyond the scope
of this docunent.

4.1. Device ldentifiers, NAT and VPNs

Use of the HELD protocol is subject to the viability of the
identifier used by the LIS to determine |location. This docunent
describes the use of the source IP address sent fromthe Device as
the identifier used by the LIS. Wen Network Address Transl ation
(NAT), a Virtual Private Network (VPN), or other forns of address
nmodi fication occur between the Device and the LIS, the |ocation
returned coul d be inaccurate.

Not all cases of NATs introduce inaccuracies in the returned

| ocation. For exanple, a NAT used in a residential Local Area
Network (LAN) is typically not a problem The external |P address
used on the Wde Area Network (WAN) side of the NAT is an acceptable
identifier for all of the Devices in the residence (on the LAN side
of the NAT), since the covered geographical area is small.

On the other hand, if there is a VPN between the Device and the LIS
(for example, for a teleworker), then the I P address seen by a LIS
i nside the enterprise network mght not be the right address to
identify the location of the Device. Section 4.1.2 provides
recommendations to address this issue.

4,1.1. Devices and VPNs

To mininmze the inpact of connections or tunnels setup for security
purposes or for traversing m ddl eboxes, Devices that connect to
servers such as VPN servers, SOCKS servers, and HITP proxy servers
shoul d performtheir HELD query on the LIS prior to establishing a
connection to other servers. It is RECOVENDED that discovery

[ RFC5986] and an initial query be perfornmed before establishing any
connections to other servers. |f a Device performs the HELD query
after establishing a connection to another server, the Device nay
recei ve inaccurate location information
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Devi ces that establish VPN connections for use by other Devices

i nside a LAN or other closed network could serve as a LIS, that

i mpl ements the HELD protocol, for those other Devices. Devices
within the closed network are not necessarily able to detect the
presence of the VPN. In this case, a VPN Device should provide the
address of the LIS server it provides, in response to discovery
queries, rather than passing such queries through the VPN tunnel

O herwi se, the other Devices would be totally unaware that they could
receive inaccurate |ocation information

It could also be useful for a VPN Device to serve as a LIS for other
| ocation configuration options such as Dynami ¢ Host Configuration
Prot ocol (DHCP) [RFC3825] or Link Layer Discovery Protocol - Media
Endpoi nt Di scovery [LLDP-MED]. For this case, the VPN Device that
serves as a LIS may first acquire its own |ocation using HELD

4.1.2. LIS Handling of NATs and VPNs

In the cases where the Device connects to the LIS through a VPN or a
NAT that serves a | arge geographic area or multiple geographic

| ocations (for exanple, a NAT used by an enterprise to connect their
private network to the Internet), the LIS mght not be able to return
accurate LI. If the LIS cannot determine LI for the Device, it
shoul d provide an error response to the requesting Device. The LIS
needs to be configured to recognize identifiers that represent these
condi tions.

LI S operators have a large role in ensuring the best possible
environnment for |ocation determ nation. The LIS operator needs to
ensure that the LIS is properly configured with identifiers that

i ndicate Devices on the renote side of a NAT or VPN. |n order to
serve the Devices on the renpte side of a NAT or VPN, a LIS needs to
have a presence on the side of the NAT or VPN nearest the Device.

4.2. Location by Val ue

Where a Device requires LI directly, it can request that the LIS
create a PIDF-LO docunment. This approach fits well with a
configuration whereby the Device directly nakes use of the provided
Pl DF- LO docunent. The details on the information that may be
included in the PIDFLO MIST foll ow the subset of those rules
relating to the construction of the "location-info" elenent in the
PI DF- LO Usage C arification, Considerations, and Reconmendati ons
docunent [ RFC5491]. Further detail is included in "Protoco

Par aneters" (Section 6).
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4.3. Location by Reference

Requesting location directly does not always address the requirenments
of an application. A Device can request a Location UR instead of
literal location. A Location URI is a URI [RFC3986] of any schene,
which a Location Recipient (LR) can use to retrieve LI. A Location
URI provided by a LIS can be assuned to be gl obally addressabl e; that
is, anyone in possession of the URl can access the LIS

However, possession of the URI does not in any way suggest that the
LIS indiscrimnately reveals the |location associated with the
Location URI. The specific requirenents associated with the
dereference of the location are specified in [ RFC5808]. The |ocation
dereference protocol details are out of scope of this docunent. As
such, many of the requirenments in [ RFC5808] (e.g., canceling of

| ocation references) are not intended to be supported by this
specification. It is anticipated that future specifications may
address these requirenents.

5. Protocol Description

As discussed in Section 4, the HELD protocol provides for the
retrieval of the Device's location in the formof a PlIDFLO docunent
and/ or Location URI(s) froma LIS. Three nessages are defined to
support the location retrieval: |ocationRequest, |ocationResponse,
and error.

The Location Request (Il ocationRequest) nessage is described in
Section 5.1. A Location Request nessage from a Device indicates
whet her | ocation should be returned in the formof a Pl DF-LO docunent

(with specific type(s) of location) and/or Location URI(s). |In case
of success, the LIS replies with a | ocati onResponse nessage,
i ncluding a PIDF-LO docunent and/or one or nore Location URIs. In

the case of an error, the LIS replies with an error nessage.

The HELD protocol nessages are defined as XM. docunents that MJST be
encoded in UTF-8. A M ME type "application/held+xm" is registered
in Section 11.3 to distinguish HELD nessages from other XM. docunent
bodies. This specification follows the recomendati ons and
conventions described in [RFC3023], including the nam ng convention
of the type (' +xm’ suffix) and the usage of the ’charset’ paraneter.
The ' charset’ paranmeter MJST be included with the XML docunent.

Section 6 contains a nore thorough description of the protoco
paraneters, valid values, and how each should be handl ed. Section 7
contains a nore specific definition of the structure of these
messages in the formof an XML Schema [ WBC. REC- xrml schenma- 1- 20041028] .
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Section 8 describes the use of a conbination of HTTP [ RFC2616], TLS
[ RFC5246], and TCP [RFC0793] for transporting the HELD nessages.

5.1. Location Request

A location request nessage is sent fromthe Device to the LIS when
the Device requires its owmn LI. The type of LI that a Device
requests is determned by the type of LI that is included in the
"l ocati onType" el ement.

The | ocation request is nade by sending a docunment fornmed of a

"l ocati onRequest” elenent. The LIS uses the source | P address of the
| ocation request nessage as the primary source of identity for the
requesting Device or target. It is anticipated that other Device
identities nmay be provided through schema extensions.

The LIS MIST ignore any part of a |location request nmessage that it
does not understand, except the docunent elenment. |[|f the docunent
el ement of a request is not supported, the LIS MJST return an error
with the unsupportedMessage error code.

5.2. Location Response

A successful response to a location request MJST contain a PIDFLO
and/ or Location URI(s). The response SHOULD contain | ocation

i nformati on of the requested "locationType". The cases whereby a
different type of location information MAY be returned are described
in Section 6. 2.

5.3. Indicating Errors

If the LIS is unable to provide location information based on the
recei ved | ocati onRequest nessage, it MJST return an error nessage.
The LIS may return an error nmessage in response to requests for any
"l ocati onType".

An error indication docunent consists of an "error" elenment. The
"error" elenent MJUST include a "code" attribute that indicates the
type of error. A set of predefined error codes are included in
Section 6. 3.

Error responses MAY al so include a "nessage" attribute that can

i nclude additional information. This information SHOULD be for

di agnosti c purposes only and MAY be in any | anguage. The | anguage of
t he message SHOULD be indicated with an "xnml:lang" attribute.
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6.

Prot ocol Paraneters
This section describes in detail the paraneters that are used for
this protocol. Table 1 lists the top-level conmponents used within
the protocol and where they are mandatory (m or optional (o) for
each of the nessages
S T I I I +
| Parameter | Section | Location | Location | Error
| | | Request | Response | |
S S S S S +
| responseTine | 6.1 | o] | | |
| | | | | |
| locationType | 6.2 | o] | | |
| | | | | |
| code | 6.3 | | | m |
| | | | | |
| nmessage | 6.4 | | | o]
| | | | | |
| locationUriSet | 6.5 | | o] | |
| | | | | |
| Presence | 6.6 | | 0 | |
| (PIDF-LO | | | | |
S S B S B S B S +
Tabl e 1. Message Paraneter Usage
.1. "responseTi ne" Paraneter

The "responseTi ne" attribute MAY be included in a |ocation request
message. The "responseTine" attribute includes a tine val ue
indicating to the LIS howlong the Device is prepared to wait for a
response or a purpose for which the Device needs the location

In the case of energency services, the purpose of obtaining the LI
could be either for routing a call to the appropriate Public Safety
Answering Point (PSAP) or indicating the location to which responders
shoul d be di spatched. The val ues defined for the purpose,

"emer gencyRouti ng" and "energencyDi spatch", will 1ikely be governed
by jurisdictional policies and should be configurable on the LIS

The tine value in the "responseTi ne" attribute is expressed as a non-
negative integer in units of mlliseconds. The tine value is

i ndicative only, and the LIS is under no obligation to strictly
adhere to the time limt inplied; any enforcement of the time limt
is left to the requesting Device. The LIS provides the nost accurate
LI that can be determined within the specified interval for the
specific service
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The LIS may use the value of the tine in the "responseTi ne" attribute
as input when selecting the nmethod of |ocation determ nation, where
mul ti pl e such nmethods exist. [If the "responseTinme" attribute is
absent, then the LIS should return the nost precise LI it is capable
of determining, with the tine interval being inplenentation
dependent .

6.2. "locationType" Paraneter

The "l ocationType" el enment MAY be included in a location request
message. It contains a list of LI types that are requested by the
Device. The following list describes the possible val ues:

any: The LIS SHOULD attenpt to provide LI in all fornms available to
it.

geodetic: The LIS SHOULD return a location by value in the formof a
geodetic location for the Target.

civic: The LIS SHOULD return a location by value in the formof a
civic address for the Target.

locationURI: The LIS SHOULD return a set of Location URIs for the
Tar get ..

The LIS SHOULD return the requested location type or types. The

| ocation types the LIS returns al so depend on the setting of the
optional "exact" attribute. |If the "exact" attribute is set to
"true", then the LIS MIST return either the requested location type
or provide an error response. The "exact" attribute does not apply
(is ignored) for a request for a location type of "any". Further
detail of the "exact" attribute processing is provided in the

foll owi ng Section 6.2. 1.

When there is a request for specific |ocationType(s) and the "exact"
attribute is "false", the LIS MAY provide additional |ocation types
or it MAY provide alternative types if the request cannot be
satisfied for a requested location type. The "SHOULD'-strength
requirenents on this paraneter for specific location types are
included to allow for soft-failover. This enables a fixed client
configuration that prefers a specific location type w thout causing
| ocation requests to fail when that |ocation type is unavail abl e.
For exanpl e, a notebook conputer could be configured to retrieve
civic addresses, which is usually available fromtypical hone or work
situations. However, when using a wireless nodem the LIS night be
unable to provide a civic address and thus provides a geodetic

addr ess.
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The LIS SHOULD return location information in a formthat is suited

for routing and responding to an emergency call in its jurisdiction
specifically by value. The LIS MAY alternatively or additionally
return a Location URI. |If the "locationType" elenent is absent, a

val ue of "any" MJST be assuned as the default. A Location URI
provided by the LIS is a reference to the nost current avail able LI
and is not a stable reference to a specific |ocation.

It should be noted that the protocol does not support a request to
just receive one of a subset of location types. For exanple, in the
case where a Device has a preference for just "geodetic" or "civic"
it is necessary to nake the request without an "exact" attribute,

i ncluding both |ocation types. |In this case, if neither is
available, a LIS SHOULD return a locationURlH if avail able.

The LIS SHOULD provide the locations in the response in the sane
order in which they were included in the "locationType" elenent in
the request. Indeed, the primary advantage of including specific

| ocation types in a request when the "exact" attribute is set to
"false" is to ensure that one receives the available locations in a
specific order. For exanple, a locationRequest for "civic" could
yield any of the following [ocation types in the response:

0o civic

0 civic, geodetic

o civic, locationURI

0 civic, geodetic, locationUR

0 civic, locationURI, geodetic

0 geodetic, locationURl (only if civic is not avail able)

o locationURI, geodetic (only if civic is not avail able)

0 geodetic (only if civic is not avail able)

o locationURI (only if civic is not avail able)

For the exanple above, if the "exact" attribute was "true", then the

only possible response is either a "civic" location or an error
nessage
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6.2.1. "exact" Attribute

The "exact" attribute MAY be included in a | ocation request nmessage
when the "locationType" element is included. Wen the "exact"
attribute is set to "true", it indicates to the LIS that the contents
of the "locationType" paraneter MJST be strictly followed. The
default value of "false" allows the LIS the option of returning
sonet hi ng beyond what is specified, such as a set of Location URI's
when only a civic |location was requested.

A value of "true" indicates that the LIS MIST provide a |ocation of
the requested type or types or MJST provide an error. The LIS MJST
provi de the requested types only. The LIS MJST handl e an exact
request that includes a "locationType" elenent set to "any" as if the
"exact" attribute were set to "fal se"

6.3. "code" Paraneter

Al "error" responses MJST contain a response code. All errors are
application-level errors and MJST only be provided in successfully
processed transport-|level responses. For exanple, where HITP/ HTTPS
is used as the transport, HELD error nmessages MJST be carried by a
200 OK HTTP/ HTTPS response.

The val ue of the response code MJUST be an | ANA-regi stered val ue. The
foll owi ng tokens are registered by this docunent:

requestError: This code indicates that the request was badly forned
in sone fashion (other than the XM. content).

xm Error: This code indicates that the XML content of the request
was either badly fornmed or invalid.

general LisError: This code indicates that an unspecified error
occurred at the LIS

| ocati onUnknown: This code indicates that the LIS coul d not
determine the | ocation of the Device. The same request can be
sent by the Device at a later tinme. Devices MIST linit any
attenpts to retry requests.

unsupport edMessage: This code indicates that an elenment in the XM
docunent for the request was not supported or understood by the
LIS. This error code is used when a HELD request contains a
docunent el enent that is not supported by the receiver

timeout: This code indicates that the LIS could not satisfy the
request within the tinme specified in the "responseTi ne" paraneter.
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cannot Provi deLi Type: This code indicates that the LIS was unable to
provide LI of the type or types requested. This code is used when
the "exact" attribute on the "locationType" paraneter is set to
"true".

not Locatabl e: This code indicates that the LIS is unable to | ocate
the Device and that the Device MJUST NOT nake further attenpts to
retrieve LI fromthis LIS. This error code is used to indicate
that the Device is outside the access network served by the LIS,
for instance, the VPN and NAT scenari os di scussed in
Section 4.1. 2.

6.4. "message" Paraneter

The "error" message MAY include one or nore "nessage" attributes to
convey sone additional, human-readabl e information about the result
of the request. The nessage MAY be included in any |anguage, which
SHOULD be indicated by the "xm :lang", attribute. The default

| anguage is assunmed to be English ("en") [RFC5646].

6.5. "locationUriSet" Paraneter

The "locationUri Set" elenent received in a "locati onResponse” message
MAY contain any nunber of "locationURI " elenents. It is RECOMVENDED
that the LIS allocate a Location URI for each schene that it supports
and that each schene is present only once. URlI schenes and their
secure variants, such as HITP and HTTPS, MJST be regarded as two
separate schenes

If a "locationUiSet" element is received in a "locati onResponse"
message, it MJST contain an "expires" attribute, which defines the
length of time for which the set of "locationURI" elenents are valid.

6.5.1. "locationUR " Paraneter

The "locationURI" el enent includes a single Location URI. |n order
for a URI of any particular schene to be included in a response,
there MUST be a specification that defines how that UR can be used
to retrieve location information. The details of the protocol for
dereferenci ng nust neet the | ocation dereference protoco
requirenents as specified in [ RFC5808] and are outside the scope of
this base HELD specification.

Each Location URI that is allocated by the LIS is unique to the

Device that is requesting it. At the time the Location URl is
provided in the response, there is no binding to a specific |ocation
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type and the Location URI is totally independent of the specific type
of location it nmight reference. The specific location type is
determined at the time of dereference.

A "locationURI" SHOULD NOT contain any information that could be used
to identify the Device or Target. Thus, it is RECOMVENDED that the
"l ocati onURI" el enent contain a public address for the LIS and an
anonynous identifier, such as a local identifier or unlinked
pseudonym

When a LIS returns a "locationURI" element to a Device, the policy on

the "locationURI" is set by the LIS alone. This specification does
not include a mechanismfor the HELD client to set access contro
policies on a "locationURI". Conversely, there is no mechanism in

this protocol as defined in this docunent, for the LIS to provide a
Devi ce the access control policy to be applied to a "l ocati onURI"
Since the Device is not aware of the access controls to be applied to
(subsequent) requests to dereference a "locationURI", the client
SHOULD protect a "locationURI" as if it were a Location Object --
i.e., the Device SHOULD send a "locati onURI" over encrypted channels
and only to entities that are authorized to have access to the

| ocati on.

Furt her guidelines to ensure the privacy and confidentiality of the
i nformati on contained in the "l ocati onResponse" nessage, including
the "locationURI", are included in Section 9. 3.

6.5.2. "expires" Paraneter

The "expires" attribute is only included in a "locati onResponse"
message when a "locationUi Set" elenent is included. The "expires"
attribute indicates the date/tinme at which the Location URI's provided
by the LIS will expire. The "expires" attribute does not define the
length of tine a location received by dereferencing the Location UR
will be valid. The "expires" attribute is RECOVWENDED not to exceed
24 hours and SHOULD be a mini mum of 30 ninutes.

Al date-time values used in HELD MUST be expressed in Universa
Coordi nated Tine (UTC) using the Gregorian calendar. The XM. schena
all ows use of time zone identifiers to indicate offsets fromthe zero
meridian, but this option MJUST NOT be used with HELD. The extended
date-time formusing upper case "T" and "Z" characters defined in

[ WBC. REC- xnl schena- 2- 20041028] MUST be used to represent date-tine
val ues.
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Location responses that contain a "locationUi Set" elenent MJST
include the expiry time in the "expires" attribute. |f a Device
dereferences a Location URI after the expiry tinme, the dereference
SHOULD fail.

6.6. "Presence" Paraneter (PlIDFLO

A single "presence" paranmeter MAY be included in the

"l ocati onResponse" nessage when specific | ocationTypes (e.qg.
"geodetic" or "civic") are requested or a "locationType" of "any" is
requested. The LIS MJST follow the subset of the rules relating to
the construction of the "location-info" elenent in the PIDF-LO Usage
Carification, Considerations, and Recommendati ons document [RFC5491]
in generating the PIDF-LO for the presence paraneter.

The LI'S MUST NOT include any neans of identifying the Device in the
PIDF-LO unless it is able to verify that the identifier is correct
and inclusion of identity is expressly pernmtted by a Rul e Maker.
Therefore, PIDF paraneters that contain identity are either onitted
or contain unlinked pseudonynms [RFC3693]. A unique, unlinked
presentity URI SHOULD be generated by the LIS for the nandatory
presence "entity" attribute of the PIDF docunent. Optional
paraneters such as the "contact" and "devicel D' el ements [ RFC4479]
are not used.

Note that the presence paranmeter is not explicitly shown in the XM
schema in Section 7 for a location response nessage, due to XM
schema constraints, since PIDF is already defined and registered
separately. Thus, the "##other" nanespace serves as a pl acehol der
for the presence paraneter in the schema

7. XM Schema

This section gives the XM. Scherma Definition

[ MBC. REC- xm schenma- 1- 20041028] [ WBC. REC- xnl schema- 2- 20041028] of the
"application/held+xm" format. This is presented as a form
definition of the "application/held+xm" format. Note that the XM
Schema Definition is not intended to be used with on-the-fly

val idati on of the presence XML docunment. \Whitespaces are included in
the schema to conformto the line length restrictions of the RFC
format w t hout having a negative inpact on the readability of the
docunent. Any conform ng processor should renove | eadi ng and
trailing white spaces
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<?xm version="1.0"?>
<xs:schem
tar get Namespace="urn:ietf: parans: xnm : ns: geopri v: hel d"
xm ns: xs="http://ww. w3. org/ 2001/ XM_Schema"
xm ns: hel d="urn:ietf: paranms: xm : ns: geopriv: hel d"
xm ns: xm ="http://ww. w3. or g/ XM_/ 1998/ nanespace"
el emrent For mDef aul t ="qual i fi ed"
attri but eFor nDef aul t ="unqual i fi ed">

<Xs:annot ati on>
<xs: docunent ati on>
Thi s docunent (RFC 5985) defines HELD nessages.
</ xs: docunent ati on>
</ xs: annot ati on>

<xs:inmport namespace="http://ww. w3. org/ XM/ 1998/ nanespace"/ >

<l-- Return Location -->
<xs: conpl exType nanme="returnlLocationType">
<xs: conpl exCont ent >
<xs:restriction base="xs:anyType">
<XSs: sequence>
<xs: el ement nane="l|ocati onURI" type="xs:anyURl "
maxQOccur s="unbounded"/ >
</ xs: sequence>
<xs:attribute name="expires" type="xs: dateTi ne"
use="required"/>
</xs:restriction>
</ xs: conpl exCont ent >
</ xs: conpl exType>

<l-- responseTinme Type -->
<xs: si npl eType nanme="responseTi neType" >
<XS:uni on>
<xs: si npl eType>
<xs:restriction base="xs:token">
<xs: enuneration val ue="energencyRouting"/>
<xs: enuneration val ue="energencybi spatch"/>
</xs:restriction>
</ xs:si npl eType>
<xs: si npl eType>
<xs:restriction base="xs:nonNegativel nt eger">
<xs: m nlncl usi ve val ue="0"/>
</xs:restriction>
</ xs: si npl eType>
</ Xs: uni on>
</ xs:si npl eType>
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<l-- Location Type -->
<xs: si npl eType nanme="| ocati onTypeBase" >
<XS: uni on>
<xs: si npl eType>
<xs:restriction base="xs:token">
<xs: enuneration val ue="any"/>
</xs:restriction>
</ xs: si npl eType>
<xs: si npl eType>
<xs:restriction base="hel d: | ocati onTypelLi st">
<xs: m nLength val ue="1"/>
</xs:restriction>
</ xs: si npl eType>
</ xs: uni on>
</ xs: si npl eType>

<xs:si npl eType nane="|ocati onTypeList">
<xs:list>
<xs: si npl eType>
<xs:restriction base="xs:token">
<xs:enuneration value="civic"/>
<xs:enuneration val ue="geodetic"/>
<xs:enuneration val ue="locati onURl "/ >
</xs:restriction>
</ xs: si npl eType>
</xs:list>
</ xs: si npl eType>

<xs: conpl exType name="| ocati onTypeType" >
<xs: si npl eCont ent >
<xs: extensi on base="hel d: | ocati onTypeBase" >
<xs:attribute name="exact" type="xs:bool ean"
use="optional " default="fal se"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conpl exType>

<l-- Message Definitions -->
<xs: conpl exType name="baseRequest Type" >
<xs: conpl exCont ent >
<xs:restriction base="xs:anyType">
<xs: sequence/ >
<xs:attribute name="responseTi ne" type="hel d: responseTi neType"
use="optional "/ >
<xs:anyAttribute nanespace="##any" processContents="1ax"/>
</xs:restriction>
</ xs: conpl exCont ent >
</ xs: conpl exType>
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<xs: conpl exType nane="error Type">
<xs: conpl exCont ent >
<xs:restriction base="xs:anyType">
<XSs: sequence>
<xs: el ement nane="nmessage" type="hel d: error MsgType"
m nCccur s="0" maxQccur s="unbounded"/ >
<xs:any nanmespace="##ot her" processContents="|ax"
nm nCccur s="0" maxQccur s="unbounded"/ >
</ xs: sequence>
<xs:attribute name="code" type="xs:token"
use="required"/>
<xs:anyAttri bute nanespace="##any" processContents="1ax"/>
</xs:restriction>
</ xs: conpl exCont ent >
</ xs: conpl exType>

<xs: conpl exType name="error MsgType" >
<xs: si npl eCont ent >
<xs: extension base="xs:token">
<xs:attribute ref="xm:1ang"/>
<xs:anyAttribute nanespace="##any" processContents="1ax"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conpl exType>

<xs: el enent nane="error" type="held: errorType"/>

<l-- Location Response -->
<xs: conpl exType nanme="| ocati onResponseType" >
<xs: conpl exCont ent >
<xs:restriction base="xs:anyType">
<XS:sequence>
<xs: el enment nane="| ocationUri Set"
type="hel d: ret urnLocati onType"
m nOccur s="0"/ >
<xs:any nanespace="##ot her" processContents="|ax"
nm nCccur s="0" maxQccur s="unbounded"/ >
</ xs: sequence>
</xs:restriction>
</ xs: conpl exCont ent >
</ xs: conpl exType>

<xs: el ement nane="| ocati onResponse"
type="hel d: | ocati onResponseType"/ >

<l-- Location Request -->

<xs: conpl exType name="| ocati onRequest Type" >
<xs: conpl exCont ent >

Bar nes St andards Track [ Page 19]



RFC 5985 HELD Sept ember 2010

<xs: ext ensi on base="hel d: baseRequest Type" >
<Xs:sequence>
<xs: el ement nane="l|ocati onType"
type="hel d: | ocati onTypeType"
m nOccur s="0"/ >
<xs:any nanespace="##ot her" processContents="|ax"
nm nCccur s="0" maxQccur s="unbounded"/ >
</ xs: sequence>
</ xs: ext ensi on>
</ xs: conpl exCont ent >
</ xs: conpl exType>

<xs: el enent nane="| ocati onRequest"
type="hel d: | ocati onRequest Type"/ >

</ xs: schema>
8. HITP Bi nding

This section describes the use of HTTP [ RFC2616] and HTTP over TLS
[ RFC2818] as transport nechanisns for the HELD protocol, which a
conform ng LIS and Devi ce MJST support.

Al t hough HELD uses HITP as a transport, it uses a strict subset of
HTTP features, and due to the restrictions of sone features, a LIS is
not a fully conpliant HTTP server. It is intended that a LIS can
easily be built using an HTTP server with extensibility nechani sns
and that a HELD Device can trivially use existing HITP libraries.
This subset of requirenments hel ps inplenmentors avoid anmbiguity with
the many options that the full HTTP protocol offers.

A Device that confornms to this specification MAY choose not to
support HTTP aut hentication [RFC2617] or cookies [ RFC2965]. Because
the Device and the LIS may not necessarily have a prior relationship,
the LIS SHOULD NOT require a Device to authenticate, either using the
above HTTP aut hentication nethods or TLS client authentication

Unl ess all Devices that access a LIS can be expected to be able to
authenticate in a certain fashion, denying access to |ocation

i nformati on could prevent a Device from using | ocation-dependent
services, such as energency calling. Extensions to this protoco

m ght result in the addition of request paraneters that a LIS mi ght
use to decide to request Device authentication

A HELD request is carried in 